With the proliferation of Information and Communication Technologies (ICTs), Internet has become one of the greatest equalizers. Interest in cybersecurity has never been greater among International Relations scholars. Nowadays the Internet provides us with the possibility to communicate with one another across the globe. It also provides with a medium for ideological, cultural, and informational exchange. Such previously unimaginable level of interconnectedness benefits not only civilians, but also businesses and governments. But that notwithstanding, for all goods, the widespread of the Internet represents series of great threats. From the financial loss of businesses through cyber threats, the leak of classified government data happed due to cyber attacks may pose huge challenge to national and economic security of nations.

It must be stated that cyberattacks have become way more disruptive, expensive, and political. Nowadays the humankind lives in information society where sensitive government databases may be invaded by foreign governments; criminals attacking servers and databases form their bedrooms or ever bored computer-literate teenagers.

Сотрудничество НАТО И Европейского Союза В Области Кибербезопасности И Киберзащиты Le cyberespace en tant que nouvel espace d'interactions entre différents acteurs, est

également un espace de diplomatie, d'affrontement et de guerre. Il est, comparable et

vient se superposer aux espaces classiques comme l'air, l'espace, la mer ou encore la

terre. Si l'utilisation des technologies présentes dans le cyberespace et utilisées pour y

mener des opérations est une pratique assez nouvelle dans le système international,

les États et le domaine militaire ont tout de même rapidement investi cet espace.